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Is this RtbF a new right? 



Data subject rights under DPD 

Access 
rights 

without constraint at 
reasonable intervals  

without excessive delay or 
expense  

in an intelligible form  

knowledge of the logic 
involved when automated 

decision making 

Correction 
rights 

rectification, erasure or 
blocking of data if not in line 

with Directive 

in particular because of the 
incomplete or inaccurate 

nature of the data 

notification to third parties to 
whom the data have been 

disclosed of any rectification, 
erasure or blocking,  

unless this proves 
impossible or involves a 
disproportionate effort. 

Right to 
object 

in principle not, but 

in some cases (cfr (e) and 
(f)): at any time on 

compelling legitimate 
grounds relating to his 

particular situation.  

direct marketing free of 
charge 
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The Netherlands: February 2010 

Newspaper not 

required to erase 

article from online 

archive 



France: November 2013 

 



Costeja v Google (May 2014)  



The Context 

 The citizen filed a complaint with the Spanish data protection 

authority (the "AEPD") in 2010 against La Vanguardia and against 

Google Spain & Google Inc.   

 He requested: 

 La Vanguardia either to remove or alter those pages so that the personal 

data relating to him no longer appeared or to use certain tools made 

available by search engines in order to protect the data. 

 Google Spain or Google Inc. be required to remove or conceal the 

personal data relating to him so that they ceased to be included in the 

search results and no longer appeared in the links to La Vanguardia  

 



The Context 

 AEPD decided in July 2010: 

 Rejected the complaint towards La Vanguardia, because the 

publication was legally justified as it took place upon order of the Ministry 

of Labour and Social Affairs and was intended to give maximum publicity 

to the auction in order to secure as many bidders as possible  

 Required Google to withdraw the data and the prohibition of access to 

certain data by the operators of search engines when it considers that the 

locating and dissemination of the data are liable to compromise the 

fundamental right to data protection and the dignity of persons in the broad 

sense, and this would also encompass the mere wish of the person 

concerned that such data not be known to third parties.  

 

 Google questioned the decision of the AEPD and went into appeal. 

 

 The Audienca Nacional (the National High Court of Spain) submitted 

prejudicial question to the European Court of Justice.  

 



1. Google Inc.'s and Google Spain's 

operations are so inextricably linked that 

Google Spain may be considered an 

establishment of Google Inc. pursuant to 

the EU Data Protection Directive; 

2. Google Inc.'s processing of personal data 

is carried out "in the context of the 

activities" of Google Spain;   

3. Consequently, Google Inc. is a data 

controller under the Directive; 

4. Google Inc. must de-index links to web 

pages containing data that is "inadequate, 

irrelevant or no longer relevant, or 

excessive in relation to the purposes of 

the processing at issue carried out by 

the operator of the search engine." 

Court Decision (Case C-131/12) 



Final decision 

 Case by case decision 

 [The local judge should examine] whether the data subject has a right 

that the information in question relating to him personally should, at this 

point in time, no longer be linked to his name by a list of results displayed 

following a search made on the basis of his name, without it being 

necessary that the inclusion of that information prejudices the data 

subject.  

 RtbF is a fundamental right 

 As the data subject may request that the information in question no 

longer be made available to the general public on account of its inclusion 

in such a list of results, those rights override, as a rule, not only the 

economic interest of the operator of the search engine but also the 

interest of the general public in having access to that information upon a 

search relating to the data subject’s name.  

 But should be balanced against public interest 

 However, that would not be the case if it appeared, for particular 

reasons, such as the role played by the data subject in public life, that 

the interference with his fundamental rights is justified by the 

preponderant interest of the general public in having, on account of its 

inclusion in the list of results, access to the information in question.  

Right to be 

forgotten 

General public 

interest 



Google removal requests (status October 2016) 

12 



In case of non-removal: 

The WP29 Implementation Guidelines for DPA's:  
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1. Does the search result relate to a natural person – i.e., an individual? And does the search result come up against a 

search on the data subject’s name?  

2. Does the data subject play a role in public life? Is the data subject a public figure?  

3. Is the data subject a minor? 

4. Is the data accurate?  

5. Is the data relevant and not excessive?  

6 Is the information sensitive within the meaning of Article 8 of the Directive 95/46/EC?  

7. Is the data up to date? Is the data being made available for longer than is necessary for the purpose of the processing?  

8. Is the data processing causing prejudice to the data subject? Does the data have a disproportionately negative privacy 

impact on the data subject?  

9. Does the search result link to information that puts the data subject at risk?  

10. In what context was the information published? Was the content voluntarily made public by the data subject? Was the 

content intended to be made public? Could the data subject have reasonably known that the content would be made 

public?  

11. Was the original content published in the context of journalistic purposes?  

12. Does the publisher of the data have a legal power – or a legal obligation – to make the personal data publicly available?  

13. Does the data relate to a criminal offence?  



 Facts of the case:  

 1994 car accident in which two people died. The 

Belgian newspaper 'Le Soir' had published an article 

containing the full name of the driver (a doctor).  

 In 2008, Le Soir made part of its archives freely 

available online, also including the 1994 article.  

 In 2010, the driver requested to remove the article or 

to anonymise it.  

 Court decision 

 "The right to privacy and right to be forgotten 

expressed by the claimant justify the limitation of the 

right to freedom of expression from Le Soir. 

Therefore, Le Soir needs to remove the name of the 

applicant from the article in its database." 

 The Court of Cassation rules in favour of the right 

to be forgotten, given  

 the important lapse of time,  

 the fact that there is no actual interest in 

communicating the name of the claimant  

 the fact that suppression of the name does not have 

an impact on the essence of the information 

Belgium: Le Soir (2014 & 2016) 



Codification of RtbF in GDPR 



New Regulation 

New rights for 
individuals 

right to be forgotten 

data portability right 

protection of children 

profiling 

location data 

explicit consent 

New 
obligations for 

companies 

data protection assessments 

documentation requirements 

data protection officer  

security breach notification 

Data minimisation 

Processor obligations 

Privacy by default/by design 

Stronger 
enforcement of 
infringements 

heavy sanctions 

shift of burden of evidence 

class actions? 

stronger agencies 

accountability 



Article 17 : The data subject shall have the right to obtain from 

the controller  

1. the erasure of personal data  

2. concerning him or her  

3. without undue delay  

4. if one of the following grounds applies:  

a) the personal data are no longer necessary for the purposes for which they 

were collected or otherwise processed; 

b) the data subject withdraws consent and there is no other legal ground for 

the processing; 

c) the data subject objects to the processing and there are no overriding 

legitimate grounds for the processing  

d) the personal data have been unlawfully processed; 

e) the personal data have to be erased for compliance with a legal obligation 

in EU or MS law to which the controller is subject; 

f) the personal data have been collected in relation to the offer of information 

society services towards minus 16 (children) 

 

Right to erasure (‘right to be forgotten’)  



 Towards other controllers 

 The controller, taking account of available technology and the 

cost of implementation, shall take reasonable steps, including 

technical measures, to inform controllers which are processing 

the personal data that the data subject has requested the erasure 

by such controllers of any links to, or copy or replication of, those 

personal data.   

 Towards other recipients 

 The controller shall communicate any rectification or erasure of 

personal data to each recipient to whom the personal data have 

been disclosed, unless this proves impossible or involves 

disproportionate effort.  

 The controller shall inform the data subject about those recipients 

if the data subject requests it.   

 

 

 

 

 

Information duty to other parties 



In practice 

1. Facilitation 

 You shall facilitate the exercise of the RtbF rights.    

2. Form 

 Concise, transparent, intelligible and easily accessible form, using clear and plain language.  

 In writing, or by other means, including, where appropriate, by electronic means.  

 Where the data subject makes the request by electronic form means, the information shall be provided by 

electronic means where possible, unless otherwise requested by the data subject.    

3. Time period 

 Information on action taken on a RtbF request to the data subject without undue delay and in any event within 

one month of receipt of the request.  

 May be extended by two further months where necessary, taking into account the complexity and number of 

the requests. Data subject to be informed of any such extension within one month of receipt of the request, 

together with the reasons for the delay.  

4. In case of denial of request 

 If no action on the request of the data subject, you shall inform the data subject without delay and at the latest 

within one month of receipt of the request of the reasons for not taking action and on the possibility of lodging 

a complaint with a supervisory authority and seeking a judicial remedy  

5. Cost 

 The erasure should be provided free of charge.  

 Where requests from a data subject are manifestly unfounded or excessive, in particular because of their 

repetitive character, you may either: (a) charge a reasonable fee taking into account the administrative costs 

of providing the information or communication or taking the action requested; or (b) refuse to act on the 

request.  

 You shall bear the burden of demonstrating the manifestly unfounded or excessive character of the request. 

6. Identification 

 If reasonable doubts concerning the identity of the natural person making the request, you may request the 

provision of additional information necessary to confirm the identity of the data subject.   
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Exceptions possible? 



 The further retention of the personal data should be lawful where it 

is necessary (article 17.3 & recital 65) 

 for exercising the right of freedom of expression and information 

 for compliance with a legal obligation 

 for the performance of a task carried out in the public interest or in the 

exercise of official authority vested in the controller 

 on the grounds of public interest in the area of public health 

 for archiving purposes in the public interest 

 for scientific or historical research purposes or statistical purposes 

 for the establishment, exercise or defence of legal claims. 

1. Archiving exception 



Recital 158: public interest archiving 

 Where personal data are processed for archiving purposes, this 

Regulation should also apply to that processing, bearing in mind that 

this Regulation should not apply to deceased persons.  

 Public authorities or public or private bodies that hold records of public 

interest should be services which, pursuant to Union or Member State 

law, have a legal obligation to acquire, preserve, appraise, arrange, 

describe, communicate, promote, disseminate and provide access to 

records of enduring value for general public interest.  

 Member States should also be authorised to provide for the further 

processing of personal data for archiving purposes, for example with a 

view to providing specific information related to the political behaviour 

under former totalitarian state regimes, genocide, crimes against 

humanity, in particular the Holocaust, or war crimes.   

 

 

Public interest archives? 



Public interest archives exempted from RtbF rule but  

 

Data Minimisation Principle 

 Processing for archiving purposes in the public interest, scientific 

or historical research purposes or statistical purposes, shall be 

subject to appropriate safeguards, in accordance with this 

Regulation, for the rights and freedoms of the data subject. 

(Article 89) 

 Those safeguards shall ensure that technical and organisational 

measures are in place in particular in order to ensure respect for the 

principle of data minimisation.  

 Those measures may include pseudonymisation provided that those 

purposes can be fulfilled in that manner.  

 Where those purposes can be fulfilled by further processing which does 

not permit or no longer permits the identification of data subjects, those 

purposes shall be fulfilled in that manner.  

The conditions and safeguards in question may entail specific procedures 

for data subjects to exercise those rights if this is appropriate in the light 

of the purposes sought by the specific processing along with technical 

and organisational measures aimed at minimising the processing of 

personal data in pursuance of the proportionality and necessity principles.   

Safeguards and derogations relating to processing 

for archiving purposes in the public interest 



Member States may introduce public interest exceptions (article 23) 

 Union or Member State law to which the data controller or processor is 

subject may restrict by way of a legislative measure the scope of [the right 

to be forgotten]  

 when such a restriction respects the essence of the fundamental rights and 

freedoms and is a necessary and proportionate measure in a democratic society 

to safeguard […] other important objectives of general public interest of the Union 

or of a Member State, in particular an important economic or financial interest of 

the Union or of a Member State, including monetary, budgetary and taxation a 

matters, public health and social security  

 Recital 73:  […] other important objectives of general public interest,[…] in 

particular an important economic or financial interest of the Union or of a Member 

State, the keeping of public registers kept for reasons of general public interest, 

further processing of archived personal data to provide specific information related 

to the political behaviour under former totalitarian state regimes or the protection 

of the data subject or the rights and freedoms of others, including social 

protection, public health and humanitarian purposes. Those restrictions should be 

in accordance with the requirements set out in the Charter and in the European 

Convention for the Protection of Human Rights and Fundamental Freedoms.  

 Attention: is national law of the controller (& processor), not the data 

subject 

 

2. General public interest exception 



Member States may introduce exemptions or derogations if 

necessary to reconcile the right to the protection of 

personal data with the freedom of expression and 

information (article 85)  

1. Member States shall by law reconcile the right to the 

protection of personal data pursuant to this Regulation with 

the right to freedom of expression and information, including 

processing for journalistic purposes and the purposes of 

academic, artistic or literary expression.  

2. For processing carried out for journalistic purposes or the 

purpose of academic artistic or literary expression, Member 

States shall provide for exemptions or derogations from [the 

right to be forgotten] if they are necessary to reconcile the 

right to the protection of personal data with the freedom of 

expression and information.  

3. Each Member State shall notify to the Commission the 

provisions of its law which it has adopted pursuant to 

paragraph 2 and, without delay, any subsequent 

amendment law or amendment affecting them.   

 

 

 

3. Freedom of expression and information exception 



Next steps 



Next steps 

1. Build procedures and tools for accommodating the 

Data Minimisation Principle. 

2. National policy makers should work together 

towards an harmonised EU approach when issuing 

appropriate safeguards, specifications and 

derogations for the public archival sector. 

3. Work together to draft a European Code of 

Conduct for personal data processing in the public 

archives sector 
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